
Antimalware protection
Eliminates all types of threats, including 
viruses, rootkits, worms and spyware. 
Detects Mac and Windows threats to secure 
multi-platform environments.

Host Intrusion Prevention System (HIPS)
Prevents malware from embedding itself 
in your computer by monitoring processes, 
system files, and registry keys.

Data Access Control
Reduces malware risk and data leakage by 
blocking unauthorized devices (CDs/DVDs 
and USBs) from your system. Enables Web 
filtering* by over 140 categories/custom rules.

Advanced Memory Scanner
Improves detection of APTs (Advanced 
Persistent Threats) which use multiple layers 
of encryption to conceal their activity.

Two-way Firewall*
Protects your network and data against inbound and 
outbound security breaches

*Available on ESET Endpoint Security only

Anti-Phishing
Guards against attempts to acquire 
passwords, banking data and other info by 
fake websites posing as legitimate ones.

Exploit Blocker
Protects commonly exploited applications 
such as web browsers, PDF headers, Java, 
email clients or MS Office components.

Antispam*
Filters out spam and scans all incoming emails for 
malware. Native support for Microsoft Outlook 
(POP3, IMAP, MAPI).

ESET Endpoint Antivirus
ESET Endpoint Security
For Windows and Mac

Superior protection

Extremely low 
system footprint

Comprehensive IT security for your business via multiple methods of detection. Our products detect and destroy 
threats that others miss. ESET security solutions deliver ultra-fast scanning with an extremely low system 
footprint. That means you never have to compromise fast performance for effective protection.

What are ESET Endpoint Solutions?

Top Features

Q: Does ESET protect against ransomware, viruses etc.?
Yes, ESET protects against all things malicious with a single product. 

Q: Does ESET proactively prevent threats?
Yes, we are able to proactively prevent zero-day threats by utilizing a multi-layered defense including ESET’s LiveGrid® cloud 
system as well as behavioral analysis and heuristics .

Q: Why should I buy EES instead of EEA?
EES’s firewall feature can benefit users with laptops or companies without a hardware firewall. Antispam can be useful for 
companies who aren’t happy with their cloud-based email provider’s filtering. And web content filtering can be a perk to 
education customers.  

Q: What companies are ideal candidates for ESET Endpoint Security?
Education sector, companies with roaming laptop users or remote users, and smaller organizations who don’t have 
hardware firewall or filtering options are all good potential candidates. 

Customer Frequently Asked Questions



Qualifying Questions

Advantages over Competitors

What antivirus software are you currently using? Do you have any issues with it?
•	 ESET Endpoint products have the smallest footprint, use less memory, have a faster full system scanning, 

smaller network traffic input and output and are faster at file copy, move and delete operation

Do you have any remote employees?
•	 ESET’s remote management tools are great for users who might roam off network with laptops

Are you interested in web content filtering?
•	 Web content filtering controls website access, enabling you to enforce Internet usage policies while 

protecting your network against inbound and outbound security breaches with a two-way firewall

Do you have an on-premise Email or Sharepoint Server?
•	 ESET offers products designed specifically for these platforms, for a blanket of protection that can all be 

managed with the same tools  

ESET Endpoint Solutions Unique Selling Proposition

•	 ESET’s light footprint ensures that it doesn’t slow 
system performance or interrupt users

•	 Advanced heuristics technology detects and 
eliminates both known and emerging malware

•	 Ultra-fast scanning combines high accuracy, 
low system footprint so you’ll never have to 
compromise fast performance for effective 
protection again

•	 ESET offers easy migration with Rip and Replace

•	 ESET Remote Administrator lets you manage 
thousands of endpoints from a single console

•	 ESET is the fourth largest business endpoint 
security vendor in the world

•	 ESET offers convenient US-based phone and email 
support for customers and partners

vs Kaspersky
•	 Better false positive rate

vs AVG
•	 Better protection rate
•	 Lighter CPU usage 

vs Symantec
•	 Better protection rate

vs McAfee
•	 Better protection rate
•	 Lighter memory usage when idle

vs Trend Micro
•	 Better protection rate
•	 Better false positive rate

VB 100 Awards


